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Abstract

Koufoulis, Athanasios, MSc., Computer Science & Engineering Department, University

of Ioannina, Greece. June, 2015. Routing in large scale social opportunistic networks

Supervisor: Evangelos Papapetrou.

Opportunistic networks are abstract networks where no infrastructure is required in

order to ferry data among nodes. In opportunistic networks, real human trace are widely

used for evaluating and tuning routing algorithms designed for these networks. Those

traces collected by recording human movement and interaction through wireless devises.

The main downside of these datasets is their small scale.

To tackle this problem, recent e�orts focus on producing synthetic traces that inherit

the properties of real ones. More speci�cally, so far, the focus is on replicating the distri-

butions of contact duration and inter-contact times in an e�ort to increase the realism of

such traces. All of those models focus in capturing a realistic mobility model for human

movement in order to produce contact distribution similar to real human traces. Real

human traces as well as proposed synthetic models, exhibit of small degree of separa-

tion among nodes which eventually a�ects routing process, and so, evaluation results is

optimistic to be generalized.

We show that it is reasonable to assume an increased degree of separation when con-

sidering large scale networks. Since this problem has not been tackled so far, we propose

a new paradigm for developing synthetic traces. We do not concentrate on capturing a

human mobility model, but use social networks schemes in order to produce traces. We

focus on increasing the degree of user separation while at the same time keeping all social

characteristics of real human traces.

Additionally, we evaluate and show that state-of-the-art routing algorithm face signif-

icant performance challenges in networks with increase degree of separation among nodes,

in compare to their results in real human traces.

In order to overcome this performance degradation in routing, we introduce a new

algorithm that makes di�erent routing decisions, regardless of its distance with the des-

tination of each packet. Algorithm uses di�erent utility metrics to evaluate nodes, for

their ability to deliver a packet and for their ability to spread packet e�ciently across the

vii



network, in order to increase successful delivery possibilities.

We evaluate our routing algorithm in newly produced traces, generated by our model,

as well as in real human traces and show that this strategy achieves better results in terms

of delivery success ratio, transmissions of packets and delay of routing process.
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Chapter 1

Introduction

In opportunistic networks, user contact traces collected in mobile networks are valuable

tools not only for evaluating the performance of networking mechanisms but also for

designing and �ne-tuning them. These traces provide us extensive information about

human movement and interaction. A variety of algorithms which has been proposed in

resent years focus on taking advantage of those characteristics and make forward decisions

based on them. The downside is that most of those traces are of small scale in terms of

nodes and some of them in terms of time.

The alternative is to use synthetic traces. The main scope of these traces is to provide

larger networks comparing with real traces. Several approaches for creating such traces

have been proposed[2], all based on the modeling of user mobility. The algorithms can be

classi�ed based on the type of user mobility, e.g., human, vehicular, etc. In the case of

human mobility, which is the scope of our job, the common ground in all approaches is

to model mobility as a result of human activities and social ties. In an e�ort to increase

the realism of such synthetic traces, recent approaches have focused on inheriting certain

characteristics that appear in real traces[13],[15]. More speci�cally, the traces produced

by the latter methods have been shown to exhibit a power law with an exponential decay

dichotomy distribution of inter-contact times, similar to the one observed in real traces[14],

as well as a similar distribution of contact duration. These characteristics are important

because they explore the forwarding opportunities providing for data transfer among

nodes.

Although this line of research moves towards the right direction, we make the obser-

vation that there are other important characteristics of real human traces that should

be examined when producing large scale synthetic traces. Motivated by research e�orts

that reveal the \small world" phenomenon when examining the shortest path in real hu-
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man traces[4], [20], [3], we focus on a slightly di�erent structural characteristic such as

the degree of separation between nodes, i.e. the minimum number of hops required for

delivering a message from one node to another.

In Section 2 we show that real human traces exhibit a very small degree of separation

which can be clearly attributed to the small scale of the experimental networks used to

collect them. Therefore, it is reasonable to assume that larger networks will exhibit a

larger degree of separation. Unfortunately, current synthetic mobility models are not able

to model such a behavior. We prove this observation by analyzing several outputs of these

models.

To tackle this problem, we propose a new paradigm for producing large scale synthetic

traces. Our approach, which we call CrossWorld, does not rely on modeling user mobility.

Instead, we use real human traces as building blocks and then model the interaction of

users from di�erent blocks. This way, we are able to model a higher degree of separation

while, at the same time preserve certain characteristics observed in real traces such as the

distribution of inter-contact times, the distribution of contact duration and the clustering

coe�cient. We demonstrate CrossWorld model in Section 3.

Additionally, in Section 4 we evaluate state-of-the-art routing algorithms in traces

generated of our model. These algorithms seem to achieve a much lower performance in a

set of evaluating metrics compared to real world human contact traces. The main reason

for this degradation is the di�erences in network's topology, such the degree of separation

among most of source destination pairs. The evaluation takes place in di�erent topologies

and sizes of networks. The results seem to validate our observation that these algorithms

which were designed to perform in traces where nodes are separated by a small amount

of intermediate nodes.

In Section 5 we try to investigate the main reasons of this degradation and purpose a

new algorithm which attempts to overcome the new challenging environment in a su�cient

way. Our algorithm achieves better performance in these topologies without experiencing

low performance in real world human contact traces. This is done by evaluating network's

topology in a more sophisticated way in order to make forwarding decisions. In order to

achieve that, we use di�erent utilities for replication depending on our distance from

destination node, and a explore network topology to identify bridge nodes. We �nally,

compare CrossOver with state-of-the-art algorithms and demonstrate the results for both

synthetic traces produced with CrossWorld and real human contact traces.

Summarizing, our contributions are:

• We show that real human traces exhibit a very small degree of separation and we

argue that, when producing large scale synthetic traces, it is reasonable to assume
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an increased degree of separation (Section 2).

• We propose CrossWorld, a new paradigm for constructing synthetic traces from

real ones (Section 3). CrossWorld is able to produce synthetic contact traces that

exhibit a con�gurable degree of separation and a series of characteristics observed

in real human traces.

• We show that state-of-the-art routing algorithms exhibit a systematic performance

degradation when the degree of separation increases (Section 4).

• We demonstrate an algorithm to cope with new network topology and we evaluate

in both synthetic and real world traces(Section 5)

We conclude this work in Section 6.
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Chapter 2

Background

2.1 Social Analysis

2.2 Network Diameter

2.3 Scaling

Opportunistic networks are abstract networks where no infrastructure is required in order

to ferry data among nodes. Recent years, the vast majority of research e�orts in oppor-

tunistic networks has been driven by human contact traces, usually referred as Pocket

Switch Networks (PSN). Those traces has been collected by recording human interaction

and movement under speci�c scenarios like university camps or conferences Table 2.1.

Participants were carrying devices which exchange data by using wireless protocols such

bluetooth or wi�. A contact exists when two or more devices come in range. By record-

ing these contacts over time, a graph of forwarding opportunities is constructed. Due to

their disrupting nature the forwarding scheme defers from the traditional. Intermediate

nodes store & carry data before forwarding them, taking advantage of the next contact

opportunity. A path between a source and destination pair exists when a chain of contact

opportunities connecting those two nodes exists.

Because of the scenario collected, those traces reveal several information about people

movement and interaction. A big amount of research focused on model the movement

pattern and other in statistically analyzing those traces. One of the most important

�ndings is that in human contact traces exhibit a series of \small world" properties[][][].

In advance, they have been widely used for evaluating routing algorithms designed for

forwarding this kind of networks. Such algorithms try to explore those networks topology

and take advance of their characteristics. Despite their useful aspect of recording human
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Table 2.1: The studied opportunistic traces

Trace Name # Nodes Duration (days) Technology Area

Infocom '05[25] 41 ≈3 Bluetooth conference

Infocom '06[25] 98 ≈4 Bluetooth conference

Sigcomm '09[22] 76 ≈3.7 Bluetooth conference

MIT Reality[7] 97 ≈283 Bluetooth campus

Milano pmtr[19] 44 ≈19 Bluetooth campus

Cambridge [16] 36 ≈11.4 Bluetooth campus

interaction, their main downside is that they are of small scale. The alternative is to

use synthetic generated traces. Several approaches for creating such traces have been

proposed[1], all based on the modeling of user mobility. The algorithms can be classi�ed

based on the type of user mobility, e.g. human, vehicular, etc. In the case of human

mobility, the common ground in all approaches is to model mobility as a result of human

activities and social ties.

In this section we will present the �ndings of that statistical analysis and make an

intuition about how these traces would scale.

2.1 Social Analysis

Human contact traces include a variety of information about human movement and re-

lations. Most of those information can be mined by investigating the contact between

individuals. It is not quite obvious, how these wireless contacts, produced by human

movement and interaction can be model in social relations, as refereed in social networks

theory. These contacts are recorded when two wireless devices, carried by humans, are

in range. This connection does not implicates relationship between two individuals. For

example, they could just be in the same place like a bar.

In [14], authors have focused in statistically analyze those traces in terms of contact

distribution. The statistical analysis revealed certain properties that provide useful hints

on how contacts are distributed over time. Authors has shown that the time which

mediates among two contacts between a pair of nodes follows power-law decay up to

a characteristic time value, and then follows an exponential decay. They also provide

informations about intra-contact durations and contact repetition distribution. These

�ndings are important because they conclude the forwarding opportunities that arise in

this kind of networks.

In [11] authors investigate the social structures between participants in these complex

5



 0

 0.2

 0.4

 0.6

 0.8

 1

1 2 3 4

Fr
ac

tio
n 

of
 P

at
hs

Hop count

MIT Reality
Milano pmtr
Cambridge
Infocom '06
Infocom '05
SigComm '09

Figure 2.1: Fraction of paths with respect to the number of hops they consist of for

di�erent traces

networks. Authors show that di�erent relationships between nodes can be found by

evaluating their contacts in terms of frequency, duration, and repetition. Some contacts

represent social relationship, while others seem to be random. They also present that

using this kind of analysis we can found that further social structures exist. Community

cluster can be found in those traces as well as further social behavior. Members of these

clusters are connected in a higher rate than those who are not. This kind of analysis is

quite useful for boosting routing performance. Although, random links seem to be quite

useful for delivering messages in these networks. In [24] show that network connectivity

among these traces depends not only in frequent contacts but also in rare ones. This

happens because these relatively rare contacts reduce delay of packet delivery and also

provide further connections between nodes in di�erent community clusters.

All these �ndings about the social characteristics of these networks triggered further

analysis about the distribution of paths and other small world properties like the small

diameter of the network.

2.2 Network Diameter

In [4],[3] authors suggests that the diameter of such a network equals to four. In order

to prove that argument they concentrated in the optimal path appeared between a pair,

starting from a random time and found that their distance is small. More speci�cally,

using di�erent methods, researchers have focused on statistically analyzing the hop count

of the \optimal path" for a source-destination pair[4],[3]. Di�erent interpretations of the
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term \optimal", such as fastest [4],[3] ormost probable[3], have been examined. In all cases,

it was found that paths with more than four hops do not provide signi�cant performance

improvements.

Although the aforementioned strategy is reasonable for providing useful insight into

the routing process, it is questionable whether it can capture the structural characteristics

of the network such as the actual degree of separation between nodes. The reason is that

the analysis considers only the connectivity provided by the \optimal" paths. However, it

is well-known that for each source-destination pair there is a multitude of paths[8]. In this

work, authors studied the path explosion i.e. large amount of new paths appearance, which

occurs shortly after the fastest path between a pair of nodes appear. Therefore capturing

the degree of node separation, e.g. for deciding on the network's scaling properties,

requires taking into account all available paths and examining the minimum hop count

experienced by each source-destination pair. In this context, we expect the degree of

node separation to be much smaller than four. This is because of the delay-hop count

trade-o� in human contact traces[3] and time-varying graphs[17] in general. In general,

fastest path seems to be longer than paths that appear shortly after that, due to previous

mentioned path explosion. If such a �nding is con�rmed, a reasonable question is:

Q: Will larger networks of this type continue to exhibit such a low separation degree?

2.3 Scalling

To validate our observation, we statistically analyzed the hop count of the minimum hop

path in various traces (Table 2.1). For the analysis, we examined the minimum hop paths

for all possible pairs using the corresponding time-varying graph (TVG)[31], i.e., a graph

where each edge is labeled with a presence function, since TVGs are known to produce

more accurate results[31],[3]. Fig. 2.1 illustrates the fraction of minimum hop paths versus

the number of hops they contain for all examined traces. For all traces the plethora of

paths contains at maximum two hops, i.e., when starting from a node all other nodes

can be reached within two hops. Only in two traces, Milano pmtr and Sigcomm, there

is a negligible percentage of paths that consist of more than two hops (≈ 0:2% for the

Milano ≈ 0:8% for the Sigcomm trace). In all traces, most paths consist of only one

hop. Furthermore, for most traces the e�ective diameter[17], i.e., the 90th percentile of

all paths distance, is two while for Infocom'05 and Infocom'06 it is one. Our �ndings are

in accordance with some sparse results obtained for a subset of the aforementioned traces

using a di�erent methodology[3].

Then we want to monitor how e�ective diameter evolves over time. Since, in this type
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Figure 2.2: Reality Trace
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Figure 2.3: Cambridge Trace
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Figure 2.4: Infocom05 Trace

Figure 2.5: Evolution of the e�ective network diameter for the Reality trace

of networks paths do not exist but only for a short period of time, is important to validate

this observation in time. To accomplish this we write down the distance from every node
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to other starting from di�erent times and recording them every few hours. The interesting

�nding is that the e�ective diameter quickly converges to its minimum value regardless

of the time we start monitoring the network. Fig. 2.5 illustrates the evolution of the

e�ective diameter over time for a variety of traces. Di�erent lines correspond to di�erent

starting times for the monitoring process. In all cases, the diameter quickly converges

to its minimum, two for Reality and Cambridge and one for Infocom05 Trace, indicating

that this is a persistent and not a transient characteristic of the network. The small

prolongation of the convergence period witnessed, for some traces, in the beginning and

towards the end of the trace duration is due to nodes entering and leaving the network.

We obtained similar results for all other traces. Clearly, all reported results reveal a very

small degree of separation which is reasonable considering the type of networks used to

collect the aforementioned traces. In all cases the experiment: a) takes place in a limited

geographic area (e.g., conference area, campus), and b) the participants are related at least

by a \loose" relationship (e.g., some type of enrollment in the same campus, participants

in the same conference). Since it is rather unlikely that this will be the case with larger

networks, we argue that the answer to question (Q1) is that the scaling of such networks

will involve an increased degree of separation between nodes.

Naturally, this brings forward two important questions:

Q2: Is an increased degree of separation going to a�ect the performance of state-of-the-art

routing algorithms?

Q3: How to construct synthetic traces featuring a higher degree of separation?

A �rst response to Q2 is yes if we keep in mind the correlation of the degree of separation

with the hop count of the shortest path. We examine in detail this issue in Section 4. As

for Q3, since current synthetic models have never looked into this type of scaling, it is not

clear whether they can provide a solution. We resume with this issue in Section 3.
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Chapter 3

CrossWorld: increasing the realism in

synthetic traces

3.1 CrossWorld Description

3.2 CrossWorld Validation

So far, the algorithms for producing large scale synthetic traces have focused on repli-

cating the distribution of inter-contact times[14] and the distribution of contact duration

observed in real human traces, in an e�ort to enhance the realism of the produced traces.

To this end, they model typical mobility patterns observed in real traces such as users

frequently visiting speci�c points of interest[13] or even visiting some points of interest

more often than others[15] Since this approach replicates the user behaviour observed

in real traces, it is reasonable to assume that the degree of separation will not increase

regardless of the number of users in the network. To validate this observation, we statis-

tically analyzed a set of large scale traces produced using the SWIM model[15]. We used

three di�erent real traces (Cambridge, Infocom'05 and Infocom'06) as the reference trace

and produced traces for 300 and 500 nodes. We used the Phoenix model for expanding

the network since it results in more hops[15]. The results (Figure 3.1) con�rm that the

degree of separation does not increase regardless of the number of nodes in the network.

Additionally, Despite those models seem to achieve similar behaviour in inter-contacts

duration and produce an analogous behaviour in contact duration distribution, it is not

quite obvious that they keep all the social characteristics, like clustering coe�cient and

group formulation, with real traces [29]. In this work authors investigate the similarity

between nodes i.e. the common neighbours between a pair of investigated nodes and come

to a conclusion that till today proposed synthetic trace models are incapable of producing
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Figure 3.1: Fraction of paths with respect to the number of hops they consist of for traces

produced using SWIM[15]: a) 300 nodes, and b) 500 nodes

di�erent similarities among users of the network and do not achieve high clustering coe�-

cient. On the other hand, this are important aspects of real world traces and some routing

algorithms rely on them in order to make forwarding decisions. In this work, we take a

di�erent approach. Instead of modeling user mobility, we visualize small scale real traces

as the building blocks of a larger network. Each block represents a network that evolves

in a speci�c geographic area and its users are related at least by a \loose" relationship,

e.g. people enrolled in a campus. Note that this does not rule out the existence of user

groups with \tighter" relationships within such networks. In such a scenario, some users

have multiple enrollments in di�erent small scale networks, being in this way the \glue"

that brings together the building blocks. We believe that this paradigm for creating syn-

thetic traces, which we call \CrossWorld", provides a high-level view of a real-life large

scale social mobile network. We will validate our intuition in Section 3.2 by showing that

\CrossWorld" is able to create synthetic traces that:

• exhibit a more realistic degree of separation between users

• inherit several characteristics of real traces such as the clustering coe�cient, the

distribution of inter-contact times as well as the distribution of contact duration

First, we describe \CrossWorld" in detail.

3.1 CrossWorld Description

As mentioned previously, the key concept in CrossWorld is to model large scale networks

as a collection of smaller ones. Users may enroll in more than one of the smaller networks,
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Figure 3.2: Visualized example of CrossWorld output using three clusters based on Reality

using Gephi[1]

providing the connectivity between the building blocks. Our model consists of two main

steps:

1. Building the high-level topology

2. Generation of contacts between di�erent blocks

3.1.1 Building the high-level topology

The �rst step is to choose the number of building blocks. As a building block we can use

any type of real human contact trace (e.g. campus, conference) or any other synthetic

trace (e.g. SWIM[15]). Note that there is no requirement that the building blocks are of

the same type. For example, it is possible to use a real trace as one block and a synthetic

one as another. The next step is to establish \connections" in the high-level topology.

By the term \high level topology" we mean a topology where the building blocks are

represented as nodes while a connection between two blocks translates in a number of

contacts between nodes of the two blocks.
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INPUT: cnodes(u): nodes that u encounters

clist(n; u): contacts between nodes n and u

tbound: bound in contact time variation

OUTPUT: CSet: set that contains the new contacts

1: function CreateNewContacts(v; u)

2: for every node n ∈ cnodes(u) do

3: if rand(0,1)>p then

4: for every contact c ∈ clist(n; u) do

5: trand ← rand(0; tbound)

6: tstart ← c:tstart ± trand

7: tend ← c:tend ± trand

8: C Set ← CSet + contact(v; n; tstart; tend)

9: end for

10: end if

11: end for

12: return CSet

13: end function

Figure 3.3: Pseudocode for contact creation

3.1.2 Generation of contacts between di�erent blocks

After determining the connectivity between the blocks in the high-level topology, the

next step is to create the contacts between the nodes of the connected blocks. The model

for doing so is inspired from the triadic closure phenomenon, widely observed in social

networks[23]. This principle indicates that, it is likely for two people who both have a

relationship with the same person to develop a relationship between themselves as well.

So we not only need to choose a pair (u; v) of users and connect them. To have a valid

model, we also need to produce contacts between v and some of the users that interact

with u. Based on the aforementioned principles, Leskovec et al.[17] proposed an algorithm,

named Forest Fire, for producing a larger network from a given social network. When a

new node v is added in the network, the algorithm selects an existing node u and connects

v to the neighbors of u with probability p.

Since human contact traces exhibit social characteristics, the Forest Fire model is

a good candidate for producing contacts between blocks in the context of CrossWorld.

However, our hypothesis is that even if most of the nodes in a block tend to interact with

other blocks, only a subset of them would produce a big amount of consistent contacts.
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Table 3.1: Statistics of CrossWorld traces

Trace bp p
Clustering E�ective

Coe�cient Diameter

Reality - - 0.840 2

R
R
R

1

0.1 0.815 5

0.2 0.813 4

0.4 0.812 4

4

0.1 0.804 4

0.2 0.798 4

0.4 0.790 3

Cambridge - - 0.892 2

C
4

1

0.1 0.876 6

0.2 0.868 5

0.4 0.860 5

4

0.1 0.829 4

0.2 0.804 4

0.4 0.781 4

We call these nodes the \bridge nodes" and implement the Forest Fire algorithm only for

those nodes. This means that for each bridge node v we randomly select a node u in the

neighbour block. Then, we decide with probability p whether to create a contact between

v and w, for each w which is an encounter of u. The contacts that will be produced

between v and w, will have the same distribution of start and end time, as the contact

between u and w. We add a small variation to the start and end times in order to avoid

starting all contacts in the exact same time. In addition, we perform the same operation

for creating contacts in both directions for each pair of connected blocks. The algorithm

of this procedure is described in Fig. 3.3. The number of bridges bp is a parameter of the

algorithm that allows us to establish di�erent levels of connectivity between the di�erent

blocks. Note that the set of nodes that interact between two blocks is a superset of the

set of bridge nodes. Fig. 3.2 visualizes a CrossWorld trace with three blocks, each one

based on MIT Reality, and (bp; p) = (4; 0:4).
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Figure 3.4: CCDF of Inter-contact time in real and synthetic traces produced by Cross-

World. a) Real world traces, b) CrossWorld with p = 0:1; bp = 1, c) CrossWorld with

p = 0:4; bp = 1, d) CrossWorld with p = 0:1; bp = 4.

3.2 CrossWorld Validation

As mentioned previously, the primary objective of CrossWorld is to produce synthetic

traces that exhibit a higher degree of separation compared to real traces. The degree

of separation can be con�gured through the number of blocks and parameters bp and p.

Moreover, in order for the CrossWorld traces to be more realistic, it is desired to exhibit

a set of attributes that have been witnessed in real traces. Such attributes are:

• a high clustering coe�cient [29],

• a power law distribution of inter-contact time with an exponential decay dichotomy[14].

• �nally, achieving a contact duration distribution similar to that of real traces would

further enhance the realism of CrossWorld.
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Figure 3.5: Fraction of paths with respect to the number of hops they consist of for traces

produced using STORM a) RRR and b) CCCC for various inputs.

To evaluate the performance of CrossWorld with respect to the aforementioned objec-

tives, we tested di�erent combinations of building blocks, and various values for bp and p.

For brevity we present two representative examples. In the �rst, we used the Reality trace

as the building block with a total of three blocks. We will refer to this example as RRR.

In the second example, we used four blocks with the Cambridge trace as the building

block. We will refer to this example as C4. Table 3.1 presents the e�ective diameter when

considering the minimum hop paths as well as the clustering coe�cient for the example

traces and for di�erent values of bp and p. It is clear that it is possible to con�gure the

degree of separation using parameters bp and p. As p increases the distance between nodes

is shrinking. The same applies when we increase bp. Both results are reasonable since

more connections between the building blocks are created. Note that di�erent (bp,p) value

pairs may result in the same e�ective diameter, however the distribution of minimum hop

paths according to their hop count (Fig. 3.5) varies. Finally, in Fig. 3.4 we demonstrate

the CCDF of inter-contact time for Reality, Cambridge as well as for RRR and C4 with

bp=1,p=0:1. The power law with the exponential decay dichotomy is inherited by both

RRR and C4. Moreover, the distribution is virtually identical to that of Reality and

Cambridge, respectively. We also found that this holds for every value of bp and p. This

is a reasonable result considering our policy for creating contacts. For the same reason,

the same resemblance appears when studying the distribution of contact duration.
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Figure 3.6: CCDF of contact duration in real and synthetic traces produced by Cross-

World.a) Real world traces, b) CrossWorld with p = 0:1; bp = 1, c) CrossWorld with

p = 0:4; bp = 1, d) CrossWorld with p = 0:1; bp = 4
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Chapter 4

Routing performance evaluation

4.1 Routing In DTN Networks

4.2 Routing Algorithms Description

4.3 Simulation Environment

4.4 Routing Algorithms Evaluation

In this section we examine question (Q3), i.e., what is the impact of an increased degree

of separation to the performance of state-of-the-art routing algorithms. To this end, we

developed a custom event-driven simulator that operates on a contact basis and is able to

integrate the synthetic traces generated by our model as well as real human traces. In the

experimental study we used the synthetic traces RRR, C4 and a heterogeneous RMC, i.e.

Reality-Milano-Cambridge being the building blocks. We used various values of p and bp.

4.1 Routing In DTN Networks

In general, routing in this kind of networks follows the store-carry-forward scheme due

to the disruption nature of the network and lack of instantaneous source to destination

paths. This means that in a contact between a pair of nodes u&v, where u forwards a

packet to v, node v stores it until another transfer opportunity arises.

Two main strategies has been proposed for forwarding in DTN, Single-copy and Multi-

copy. In single-copy strategy, only one replica of the forwarding packet exists every single

time in the network. Each node who forwards a packet then deletes it from his bu�er. In

multi-copy strategy the idea is two have more than one replica in the network at the same
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time in order to increase delivery probability. Thus, node replicates instead of forwarding

a message two an encounter. The disadvantage of this method is that it increases the cost

of network resources needed.

There exists two prime approaches for producing replicas in multi-copy strategy. The

�rst uses a prede�ned L number of replicas and spreads it among users, till is reached.

The main disadvantage is that L must be prede�ned and it has a big impact on algo-

rithm's delivery probability. Most of times it is not possible to determine the number of

replicas, a big number increases network resources needed, and a small may The second

approach is to replicate if encounter node has better probabilities for delivering message

than carrying node. This comparison is done by several utilities (e.g. Last time each node

saw destination[28]) that evaluate node's ability. In this approach, some authors [21][9],

produced schemes in order to decrease the number of replications.

Utilities are separated in two categories. Destination dependent utility and destination

independent. Destination depended utilities are evaluating a nodes ability to deliver a

message to a certain destination while independent evaluates node signi�cance for the

whole network.

4.2 Routing Algorithms Description

We selected �ve well-known algorithms, namely Epidemic, BubbleRap, PRoPHET, Sim-

BetTS and Spray & Focus. We will now give a brief description of each algorithm.

Epidemic[30]: This protocol 
oods the network with message replicas. Every node repli-

cates every message when a contact opportunity arises. Thus, it accomplishes the highest

achievable performance in terms of delivery rate and message delay. On the other hand

this protocol is the upper bound in transmissions since every node could have a replica

of a message.

BubbleRap[12]: BubbleRap distributively ranks all network nodes based on their pop-

ularity in the entire network (global ranking), as well as, their popularity inside their

communities (local ranking). Routing is accomplished using the global ranking scheme

until a node in the same community with the destination is discovered. From that point

the local ranking scheme is enabled to reach the destination.

PRoPHET[10]: PRoPHET exploits the past encounter history in order to predict the

probability of future encounters, a.k.a. the delivery predictability. It computes the prob-

ability of every node to deliver a message and makes forward decisions by comparing this

probability.

SimBetTS[5] SimBetTS uses multiple social based metrics that are locally estimated at
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each node. The fundamental metrics are similarity and ego betweenness, while the other

metrics are tie strength indicators that measure how strong or weak is the relationship

among network nodes. Routing is accomplished by replicating a prede�ned number of

message replicas to the encountered nodes with higher SimBetTS metric.

Spray & Focus[27]: Spray & Focus consists of two phases: the spray phase, where a

prede�ned number of message replicas are disseminated in a greedy manner. Every node

copies to encounter the half of the amount of the number of messages that it has. Message

replicas are spread in network binary. This face ends when a node has only one replica

and so it is unable to copy. Then, the focus phase starts. From this point, nodes with

single-copy messages forward them based on a utility metric. In our study, we use the

LTS[28] metric that is calculated as 1=(1 + LastTime), where LastTime is the elapsed

time since the last contact with the destination.

4.3 Simulation Environment

After conducting extensive experimentation, we concluded that algorithms using a single-

copy strategy fail to compete with those using a multi-copy strategy. For that reason

and in order to test the very essence of the routing logic of each algorithm we adopted

a multi-copy strategy for all protocols. Furthermore, we implement the vaccine deletion

scheme [26] for cleaning up redundant replicas after successful delivery. For algorithms

that use a prede�ned number of message replicas L, such as SimBetTS and Spray & Focus,

we present the performance for an optimally chosen L value, i.e., the value that results

in the best performance. For all protocols we use the parametrization recommended by

the authors.

In order to clearly capture the impact of separation we choose to generate tra�c only

between nodes that reside in the most distant groups. In accordance with most evaluation

studies in the literature, we avoid packet drops due to congestion by setting each node

to have unlimited storage capacity. Randomness is introduced both in the production of

the synthetic datasets and the tra�c generation. We randomly generate 1000 packets in

the interval during which both the source and the destination are present in the network.

Furthermore, we use a warm-up and a cool-down period, during which packets are not

generated. The duration of each period is 20% of the total trace duration. The reported

results are obtained as the average of 50 repetitions. In all cases, we present the con�dence

interval with a 95% con�dence level.
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Figure 4.1: RRR scenario - Performance in terms of delivery e�ciency and routing cost

(a) p = 0:1 bp = 1 (b) p = 0:4 bp = 1 (c) p = 0:1 bp = 4 (d) p = 0:4 bp = 4

4.4 Simulation Results

To explore the performance of the investigated protocols we use the following three met-

rics: the delivery rate, the routing cost (i.e. the total number of transmissions) and the

average message delay. In order to enable the comparison of routing performance in Cross-

World and real traces, we present each of the above metrics normalized to the optimal

performance. More speci�cally, we developed an optimal algorithm that exploits the full

knowledge about the network topology to discover the minimum hop path between the

set of fastest paths for each generated message. Through this normalization we capture

the distance of each algorithm from the optimal performance in the corresponding trace.

Note that the Epidemic algorithm achieves the optimal performance in terms of delivery

rate and delay, therefore its normalized performance equals to one. Fig. 4.1 depicts the

performance of all protocols in the RRR case for di�erent values of bp and p. We use

�lled points to represent the performance of each protocol in the CrossWorld traces, while

the non-�lled ones represent the corresponding performance in the Reality dataset. Note

that a point closer to the upper left corner indicates a performance closer the optimal

one. As expected, the performance of all protocols is highly correlated to the degree of
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Figure 4.2: RRR scenario - Performance in terms of delivery e�ciency and delivery delay

cost (a) p = 0:1 bp = 1 (b) p = 0:4 bp = 1 (c) p = 0:1 bp = 4 (d) p = 0:4 bp = 4

separation between the network nodes. More speci�cally, in the case of p = 0:1,bp = 1

(Fig. 4.1(a), 4.2(a)), which according to Table 3.1 represents an extreme case of separation,

all algorithms su�er from a severe degradation in their performance. This degradation

appears either as poor delivery e�ciency (SimBetTS, Spray & Focus) or excessive routing

cost (PRoPHET, BubbleRap). For example, the delivery ability of SimBetTS decreases

by half while the transmissions produced by PRoPHET increase by ∼ 300% compared to

the transmissions of PRoPHET in the MIT Reality trace. The same holds for the delay

performance of all algorithms with the exception of PRoPHET (Fig. 4.2(a)). Increasing

either the link creation probability p (Fig. 4.1(b), 4.2(b)) or the number of bridges bp

(Fig. 4.1(d), 4.2(d)) improves the performance of all algorithms. This is reasonable since

according to Table 3.1 the degree of separation is reduced. The performance improvement

is more noticeable when bp increases instead of p. This is because more paths consist of

less hops (Fig. 3.2). Nevertheless, in both cases, every algorithm presents a degraded per-

formance with respect to at least one of the metrics. For example, although PRoPHET

manages a good delivery ratio and average delay, its performance in terms of routing cost

is signi�cantly lacking. Similarly, while SimBetTS manages an improved delivery ratio,

the average delay is still far from optimal. Further increasing either p or bp reduces the
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Figure 4.3: C4 scenario - Performance in terms of delivery e�ciency and routing cost

(a) p = 0:1 bp = 1 (b) p = 0:4 bp = 1 (c) p = 0:1 bp = 4 (d) p = 0:4 bp = 4

degree of separation therefore improves the performance of all protocols.

Fig. 4.3 illustrates the performance of protocols in the C4 synthetic trace. As a �rst

observation, C4 represents an even more challenging topology since the e�ective diameter

ranges from 4 to 6 (Table 3.1). This is evident in the performance of all algorithms which

is signi�cantly degraded compared to the RRR case. PROPHET still manages the best

delivery ratio, however its routing cost is very high (∼ 64% of Epidemic's cost). Again,

increasing either bp or p results in performance improvement for all algorithms due to the

a smaller e�ective diameter.

Fig. 4.4 illustrates the performance of all protocols in the RMC case under varying

degrees of separation between the network nodes. RMC is a heterogeneous synthetic

trace composed of three di�erent real world datasets, i.e., MIT Reality, Milano pmtr

and Cambridge. As a reference point, we also display the corresponding performance

of all algorithms under the MIT Reality trace (non-�lled points in Fig. 4.4). This real
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Figure 4.4: RMC scenario - Performance in terms of delivery e�ciency and routing cost

(a) extreme case (p = 0:1 bp = 1) (b) moderate case (p = 0:4 bp = 1)

world trace is the most demanding in terms of routing cost compared to the other two

used to produce RMC. Again, similar to the RRR case, the same correlation between

the performance of all algorithms and the degree of separation among network nodes

appears. More speci�cally, as depicted in Fig. 4.4(a), high degree of separation results

in a signi�cant reduction in the delivery e�ciency for all algorithms that is up to ∼50%.

PRoPHET stands as the only exception achieving a competitive delivery performance.

Yet, this comes at the expense of excessive routing cost which doubles compared to that

in the MIT Reality trace. As expected, when more links are added (Fig. 4.4(b)), all

protocols slightly improve their delivery ability and reduce their routing cost. However,

their overall performance remains far from that in corresponding the real world traces.
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Chapter 5

Proposed Algorithm

5.1 Ego Network

5.2 Coordinating Replication

5.3 Crossover Description

5.4 Algorithm Evaluation

In Chapter 4 we demonstrate that state-of-the-art routing algorithm su�ering a major

degradation in their performance in CrossWorld produced traces. The main reason of

this degradation is that these routing algorithms were designed to perform in a smaller

degree of separation and though they could not achieve same results in a larger scale

network.

Our intuition is that an algorithm which will perform well in a scaled network such

CrossWorld should take di�erent forwarding decisions when the encounters are \close" to

destination and when not, and though it should use a destination dependent along with an

independent metric. Additionally it should be adaptive and avoid inputs i.e. prede�ned

number of replicas of a packet across network. Additionally, single copy approaches fail to

achieve good delivery ratio, as mentioned in Chapter 4, and though we follow a multi-copy

strategy for routing. The rest of this Chapter relies as follows:

• In [5.1] we will give a short background about ego-network, and rooting decisions

that could be taken by mining information of it.

• In [5.2] we will describe Coordination, a replications strategy focusing in decreasing

the number of packet replicas in the network.
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u 4.33

w1 0

w2 0

w3 0.33

w4 0.33

v 4

e1 0.83

e2 0.83

e3 0.25

e4 0.83

Figure 5.1: Ego-network & Ego Betweenness example

• In [5.3] we will describe CrossOver, an algorithm designed to achieve good perfor-

mance regardless network's topology,

• and �nally in[5.4] we will evaluate its routing performance.

5.1 Ego Network

Due to the distributed nature of these networks, every node has limited knowledge about

network' topology. In contrast with other kind of networks, and because of the limited

resources of mobile devices(e.g. battery, bu�er), nodes are incapable to transmit and store

whole network's topology. Thus, every node is limited to have knowledge about his short

\neighborhood", usually referred as Ego-network.

Ego Network usually consist of a node's encounters and the contacts between them.

The depth of one-hop is selected because users are needed to exchange information only

about their direct encounters, decreasing the necessary transmission. Up to one-hop every

node has fully knowledge of the sub-network at time t, i.e. he knows all relations between

nodes part of it. An example of ego network is given in Fig. 5.1.

The �gure depicts the ego-network of u and v nodes. Part of u's ego network are only

the grey nodes and the edges between them. Despite its knowledge about white nodes,

they are not consider part of its ego network since u is incapable of knowing information

about their relationships. Ego network has signi�cant importance in evaluating nodes,

especially by social utilities. Some of them focus in evaluating nodes and their importance
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over the whole network while other over their relations with a speci�c node. At this point,

we will describe two utilities Ego Betweenness and Unique Ego Network Nodes which we

will use in Sec 5.3 in order to make routing decisions, by evaluating nodes fore their

importance over network.

5.1.1 Ego Betweenness

By examining ego network, some researchers proposed centrality measures in order to

evaluate nodes importance over the whole network[6], with the most prominent being

Ego-Betweenness Centrality. In this work authors showed that a correlation among Be-

tweenness and Ego Betweenness Centrality exists. Betweenness Calculation The cal-

culation of the metric is equal to centralized version. For node u, Betweenness Centrality

Betu is: all shortest paths between every pair of the ego network that includes u in their

per all shortest paths of network between this pair.

Betusd =
∑

s 6=u6=d

=
�sd(u)

�sd

;

where �sd is the total number of paths between s; d and �sd(u) the subset of those paths

that pass through node u. Note that, a node in most cases in not capable of calculating

another node's Ego-Betweenness, due to incomplete knowledge of other's node network

i.e. every node knows only a nodes encounters, and not his encounters relation. A

comprehensive example of Betweenness Calculation is demonstrated in 5.1

Ego Betweenness is an important utility for evaluating a user, for his importance over

the network. A node with high Ego Betweenness is important for its local subnetwork,

being for example a bridge node among two building blocks. This metric is used by some

algorithms [5] to make forwarding decisions. The main problem of such a strategy is

that, although it manages to evaluate a node importance quite accurate, it is not easy to

overcome the occasions, where a node is a local maximum of Betweenness. To illustrate

this, consider the case of Fig. 5.1 that we have two bridge nodes in contact u and v.

They both have high values in terms of betweenness centrality but u value is bigger. The

destination relies in the cluster that v is in contact (e6). Using only betweenness in order

to make forwarding decisions we could never reach destination of the packet. In order to

overtake this problem, we should evaluate a node's importance even further.
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5.1.2 Unique Ego Network Nodes

As we de�ned previously, ego network is the one-hop distance neighbors of a node. The

construction of this network is made by the exchange information about each nodes en-

counters. As Fig. 5.1 depicts, ue has knowledge about the white nodes and their relation

with its encounters. This information may be useful for evaluating a nodes capability

for reaching nodes that an encounter could not have any contact without it being the

intermediate.

De�nition 1 Uniqu; (v) is the total number of nodes that u can reach only through

v. In Fig. 5.1, e1 − 4 are Unique nodes for node u, so Uniqu; (v) = 4. If we examine

nodes v subnetwork, we found that except u, for which Uniqv; (u) = 4, for all other

Uniqv; (e1−4) = 0. For example, e6 despite is not direct contact is not Unique for either

of e1 or e2 or e4, since if any of those node would not provide him, some of the others

would.

Unique nodes of ego network are an indication of an encounters importance over the

network, regarding to node's knowledge over it. It evaluates v about its capability to

spread a replica of a packet in subsets of the network that u could not reach otherwise.

We introduce this node's evaluation in order to cope with the problem represented in

5.1.1. An advantage of this method is that it does not require any more control packets

to be exchanged among u and v.

5.2 Coordinating Replication

Multi-copy strategies have been broadly used for routing in opportunistic networks. The

main idea behind using multiple copies of the same packet is to increase the probability

of successful delivery to it's destination. Although, it signi�cantly increases delivery ratio

and decreases delay of routing, it comes with a cost of increment of routing cost. Two

main strategies has been proposed in order to decrease the number of replicas:

• to prede�ned the number of replicas up to value L

• to use a threshold Uthresh and replicate only to nodes that Un > Uthresh

The disadvantage of the �rst approach is that the de�nition of the best value of L

is not straightforward. In most of cases it is selected after extensive experimentation,

which can not be done in a real time network. Additionally, for every source-destination

pair, the need of replicas di�ers, and in large scale networks this di�erence is even more
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1: for every packet p ∈ Bufu do

2: if p ∈ Bufv and c� p

u;t < c� p

v;t then

3: c� p

u;t ← c� p

v;t

4: else

5: if c� p

u;t < Uv then

6: Forward p to node v

7: c� p

u;t ← Uv

8: c� p

v;t ← Uv

9: end if

10: end if

11: end for

Figure 5.2: Coord[21] procedure among u; v at time t

intensive. Furthermore, in large scale networks, the degree of separation among users

di�ers greatly, which makes the right choose of this value even more di�cult.

For those reasons, we will choose the second strategy due to its adaptive style. In [21],

authors proposed a method of decreasing replication with little impact on delivery ratio

and routing delay. The idea behind this approach is that we will replicate a packet to a

node only if it is the best candidate from nodes perspective. In more detail, when nodes

u and v meets, u will replicate packet p to v if and only if v has achieves the best utility

evaluation value among all nodes that u knows that they have the packet in their bu�er

until meeting time.

Following this scheme, we achieve to replicate a packet only to nodes that are bet-

ter than those who already have it, with respect to nodes knowledge. To achieve this

knowledge every node exchange information with others about his knowledge for the best

holder of each packet. In 5.2 is described the decision process among two nodes updating

thresholds for this packet c� pu;t at that time t. De�nition 2 Coordpu;v as the procedure in

which u decides to replicate p to u and both update their thresholds c�

5.3 Crossover Description

I this section we will demonstrate CrossOver, a new routing algorithm, designed to perform

in high lever regardless of network topology. In order to achieve this goal we will use two

di�erent approaches for routing decisions. We will use di�erent utility evaluation for

replication when a node is near to destination and when is not. Additionally, since we

follow a multi-copy strategy we use COORD method in order to decrease the number of
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1: for every packet p ∈ Bufu do

2: if p ∈ Bufv and dd� p

u;t < dd� p

v;t then

3: dd� p

u;t ← dd� p

v;t

4: di� p

u;t ← di� p

v;t

5: else

6: if dd� p

u;t < Uv then

7: Forward p to node v

8: dd� p

u;t ← U p

v

9: if Betu < Betv or Uniqu; (v) > 0 then

10: di� p

v;t ← U p

v

11: end if

12: else if (Betu < Betv or Uniqu; (v) > 0) and( dd� p

u;t ≤ U p

v ) then

13: Forward p to node v

14: di� p

v;t ← U p

v

15: end if

16: end if

17: end for

Figure 5.3: CrossOver procedure among u; v at time t

packets replicas across the network. In more detail:

• we use Betweenness Centrality (Betu) and Unique Ego Network Nodes (Uniqu; v)

evaluation described in Sec. 5.1.1 as destination independent utility,

• we use Last Time Seen [28] as destination dependent utility (U d

u) with d being the

destination.

5.3.1 Routing away from Destination

In large scale DTN it rather usual that some of the nodes would never meet each other

for a while. In such a case we are enable to evaluate nodes only in terms of their ability

to meet destination since they may never do. To cope with this problem we will evaluate

nodes in terms of their importance in the network.

We will use Bet in order to �nd critical nodes for the subnetwork and Uniq in order

to �nd bridge nodes. In Chapter 2 we demonstrated that in most of datasets the distance

between nodes is two, and since the networks diameter converts quickly, for every 2-hop

node there are more than one paths. Following this intuition we will copy a message to

every node that provides at least one unique node in our ego network.
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5.3.2 Routing near Destination

We selected LTS to be our destination dependent utility because it achieves the best

performance in most of real world traces. Although, we could use any other from proposed

utilities [18] [8] [6]. When two nodes u and v meet, we consider that a node is near to

destination if U p

u > 0 or U p

v > 0. In case of LTS any of nodes must have encountered

destination.

5.3.3 Decreasing number of replication

In order two decrease number of replication we will use two thresholds, one for destination

dependent routing (dd� p

v;t) and one for destination independent (di� p

v;t), in order to select

always the best nodes. For (dd� p

v;t) the procedure equals to that of Coord. We exchange

information and keep (dd� p

v;t) updated to the biggest known value of U p to every node.

On the other hand, keeping the same approach for (di� p

v;t) does not provide the desired

e�ects. Firstly, we do not want to replicate only to nodes that provide the higher known

Uniq nodes and additionally as mentioned before we want to avoid the local maximum

problems, especially when we are not close to destination. Another argument to avoid us-

ing threshold in destination independent utilities, and especially Betweenness Centrality,

is that in most cases, its value decreases over time since more and more nodes come in

contact.

On the contrary, we want to inform replica holders of a packet, that the packet is close

to destination. Therefore, we will use as (di� p

v;t) again U p but we will update it when we

replicate to a node that is evaluated as better for the network. The main advantage of this

approach is that when we meet nodes that know destination we will inform other nodes

and the U p will start getting high values. In that case nodes that are not close to the

destination will stop replicating to others since there will not be nodes with U p

v ≥ di� p

v;t.

The whole procedure is demonstrated in 5.3.

5.4 Crossover Evaluation

In this Section we will evaluate CrossOver in compare to two algorithms who achieve

better performance, SimBetTS that achieves good performance with less transmissions

than other, PRoPHET which achieves best delivery among others, and Epidemic which

is upper bound in delivery ratio and delivery delay. We will follow the same simulation

environment as described in 4. We will generate tra�c only between nodes that reside in

the most distant groups, in the same three metrics. We randomly generate 1000 packets in
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Figure 5.4: RRR scenario - Performance in terms of delivery e�ciency and routing cost

(a) p = 0:1 bp = 1 (b) p = 0:4 bp = 1 (c) p = 0:1 bp = 4 (d) p = 0:4 bp = 4

the interval during which both the source and the destination are present in the network.

In Fig. 5.4 we demonstrate results or performance in RRR case. As in 4, �lled points to

represent the performance of each protocol in the CrossWorld traces, while the non-�lled

ones represent the corresponding performance in the Reality dataset. In Reality Trace,

CrossOver algorithm achieves the best performance in terms of delivery-cost trade-o�.

I RRR achieves equal or better performance with SimBetTS for all values of bp and p,

PRoPHET, still achieves better delivery but with cost of ∼ 300% more transmissions in

every case.

In harder case 5.4(a) CrossOver's delivery success is ∼ 70% of optimal and its cost is ∼
20% of Epidemic's. As expected, when degree of separation becomes smaller all algorithms

achieve better performance and in easier case 5.4(d) CrossOver achieves performance close

to that of real world traces, both in terms of delivery success and routing cost.

Fig. 5.5 depicts delivery delay of successful delivered packets, normalized with shortest

possible delay. Again PRoPHET achieves best performance, but with huge cost in terms

of transmissions5.4. CrossOver achieves better performance delay than SimbetTS and as

routing becomes easier5.5(d), CrossOver can be compared even with PRoPHET, which
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Figure 5.5: RRR scenario - Performance in terms of delivery e�ciency and delivery delay

cost (a) p = 0:1 bp = 1 (b) p = 0:4 bp = 1 (c) p = 0:1 bp = 4 (d) p = 0:4 bp = 4

cost is 3 times larger.

C4 5.6 is the most demanding of all datasets we use for evaluation. Again PRoPHET

achieves better delivery performance but with high routing cost. When we increase values

of bp and p, CrossOver remains better than SimbetTS and with less transmissions. In

5.6(b) 5.6(c) and 5.6(d) CrossOver accomplishes similar delivery performance with half

cost, compared to PRoPHET. Additionally, in real world trace (Cambridge) CrossOver

produces less transmissions than any other while it manages high performance regarding

to delivery success ratio.
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Figure 5.6: C4 scenario - Performance in terms of delivery e�ciency and routing cost

(a) p = 0:1 bp = 1 (b) p = 0:4 bp = 1 (c) p = 0:1 bp = 4 (d) p = 0:4 bp = 4
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Chapter 6

Conclusions

After a comprehensive study on a variety of real human traces, we showed that they

exhibit a very small e�ective diameter when considering the minimum hop paths among

all nodes. Additionally, the e�ective diameter of these datasets quickly converges to its

minimum value regardless of the time we start monitoring the network. We observe that

this diameter is likely to increase in large scale networks.

Therefore, we proposed CrossWorld a new paradigm for constructing large scale syn-

thetic traces for social mobile networks. It does not rely in formulating a human mobility

model, but uses real world traces as Building blocks and adds links among them. Cross-

World is able to produce synthetic traces that feature a set of realistic attributes, like

contact distribution and high clustering coe�cient, and an increased degree of separa-

tion. A more selective choice of copying contacts is left as future work .

Afterwards, we evaluated state-of-the-art routing algorithms in such environment and

showed that they face signi�cant performance challenges in cases with increased degree

of separation.

Finally, we proposed CrossOver, a new routing algorithm designed to achieve good

performance regardless the size of the network. CrossOver makes routing decisions by

using more than one utility metrics, regarding to nodes distance from destination. We

evaluate CrossOver and compare it with the performance of state-of-the-art routing algo-

rithms. We showed that it achieves better performance at CrossWorld traces as well as

in real world datasets, in terms of delivery ration and transmissions.
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Figure 6.1: RRR scenario - Performance in terms of delivery e�ciency(a) and routing cost

(b) for bp = 1
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Figure 6.2: RRR scenario - Performance in terms of delivery e�ciency(a) and routing cost

(b) for bp = 2
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Figure 6.3: RRR scenario - Performance in terms of delivery e�ciency(a) and routing cost

(b) for bp = 4
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Figure 6.4: C4 scenario - Performance in terms of delivery e�ciency(a) and routing cost

(b) for bp = 1
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Figure 6.5: C4 scenario - Performance in terms of delivery e�ciency(a) and routing cost

(b) for bp = 2
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Figure 6.6: C4 scenario - Performance in terms of delivery e�ciency(a) and routing cost

(b) for bp = 4
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Figure 6.7: RMC scenario - Performance in terms of delivery e�ciency(a) and routing

cost (b) for bp = 1
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Figure 6.8: RMC scenario - Performance in terms of delivery e�ciency(a) and routing

cost (b) for bp = 2
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Figure 6.9: RMC scenario - Performance in terms of delivery e�ciency(a) and routing

cost (b) for bp = 4
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Figure 6.10: C4 scenario - Performance in terms of delivery e�ciency and routing cost

(a) p = 0:1 bp = 1 (b) p = 0:4 bp = 1 (c) p = 0:1 bp = 4 (d) p = 0:4 bp = 4
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Figure 6.11: C4 scenario - Performance in terms of delivery e�ciency and delivery delay

cost (a) p = 0:1 bp = 1 (b) p = 0:4 bp = 1 (c) p = 0:1 bp = 4 (d) p = 0:4 bp = 4
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Figure 6.12: C4 scenario - Performance in terms of delivery e�ciency and delivery delay

cost (a) p = 0:1 bp = 1 (b) p = 0:4 bp = 1 (c) p = 0:1 bp = 4 (d) p = 0:4 bp = 4
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